
7 INTERNET 
SAFETY 
TİPS 

FOR EVERYONE!

1
Don't G�ve Out Personal Informat�on
Avo�d onl�ne ph�sh�ng attempts by
keep�ng your personal �nformat�on
pr�vate. Don't g�ve out your phone
number, soc�al secur�ty �nformat�on, or
bank�ng �nfo to someone you don't know.

2Create Complex Passwords
Create passwords w�th a comb�nat�on of
letters, numbers, and symbols. Cons�der
us�ng password managers to create and

keep track of your passwords.

Before purchas�ng anyth�ng on a webs�te
ensure that �t's safe. You can do th�s by
check�ng �f �t has a small lock �con or
"https" before the URL. The "s" �n "https"
stands for "secure" and the lock means �t's
conf�rmed as a safe s�te by your browser.

3
Check Webs�te Rel�ab�l�ty

Be careful of webs�tes or ema�ls conta�n�ng
susp�c�ous l�nks. Some webs�tes may use

qu�zzes, freeb�es, or salac�ous stor�es to get
you to cl�ck on them and then steal your

personal �nformat�on. 

4Avo�d Susp�c�ous Onl�ne L�nks

5 Keep Your Computer Updated

Computer developers release
updates to keep products safe.  Keep
your dev�ce software up to date so �t
�s not vulnerable to malware.

Learn the pr�vacy sett�ngs for any dev�ce,
app or serv�ce you use. Some apps w�ll ask
for perm�ss�on to access photos and other

personal �nformat�on. Stay �nformed so you
aren't shar�ng anyth�ng you don't want to. 

6
Mon�tor App Perm�ss�ons

7 Be careful when you use publ�c w�f�. 
 When access�ng publ�c networks,
anyone can use unsecured networks
to d�str�bute malware and access
pr�vate �nformat�on.

Be Caut�ous w�th Publ�c W�f�


